Upload a Palo Alto Configuration File

The following example was done on a PAN-OS 9.1.1 VM. It is expected that a configuration backup file is available.
Once logged in to the web interface of your Palo Alto firewall:

1. Go to "Device" then "Setup" and click “Import Named Configuration”:
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Browse to the configuration backup file and click “OK™:

Import Named Configuraton

Import File | C:\fakepath\running-config-Feb62019.>| Browse...

Click “Close” after the configuration is saved:

running-config-Feb62019.xml saved




2. While on the same page (Device > Setup), click “Load named configuration snapshot” and select the imported configuration backup file and click
“OK™:
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Click on “Close” to close the notification window:

Loading Configuration

Configuration is being loaded. Please check the Task Manager for its status.

You should reload the page when the task is completed.




. Once the configuration is loaded, you can revise different sections in the User Interface, such as Policies, Objects, Network, and then commit
(apply) the configuration by clicking “Commit” on the top right corner and again click “Commit” on the pop-up window:
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When the commit is completed, a status pop-up window shows the result. Take note of the warnings and any other information which needs
attention later, then click “Close”. At this time, service should be restored:

Job Status - Commit

Operation Commit
Status Completed
Result Successful
Details Configuration committed successfully
Commit  Rule Shadow
Warning: No valid threat content package exists

Warning: No valid Antivirus content package exists
(Module: device)
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